
 

 
 
Due to persisting concerns over travel safety in the wake of COVID-19, the upcoming 2021 
IEEE Conference on Dependable and Secure Computing (DSC 2021) will accept video (or 
on-line) presentation if the authors are unable to attend the DSC 2021 conference. This year, 
DSC 2021 will have two review cycles. Authors of each accepted paper must ensure that at 
least one author registers for the conference, and that their paper is presented (i.e. video, 
on-line or in-person) at the conference. 
 
Important Dates 
First Round: 
Paper submission due:  20 July, 2020  10, August 2020 (Extended, firmed deadline) 
Paper acceptance notification: 15 September, 2020 
 
Second Round:  
Paper submission due:  10 October, 2020  20 October, 2020 
Paper acceptance notification: 15 November, 2020 
Camera ready: 30 November, 2020 
 
The IEEE Conference on Dependable and Secure Computing solicits papers, posters, 
practices, and experiences for presenting innovative research results, problem solutions, 
and new challenges in the field of dependable and secure computing. The whole spectrum 
of IT systems and application areas, including hardware design and software systems, with 
stringent relevant to dependability and security concerns are of interest to DSC. Authors 
are invited to submit original works on research and practice of creating, validating, 
deploying, and maintaining dependable and secure systems. The scope of DSC includes, 
but is not limited to, the following topics. 

 

Main Track: Computer Systems, Networks, and Software/Hardware 

 Advanced Persistent Threat (APT) 

 Big Data Analysis 

 Botnet and Intrusion Detection 

 Cryptographic Methods and Toolkits 

 Cyber attacks 

 Data/Information Reliability 

 Database Security and Privacy 

 Embedded Systems and IoT Devices 

 Experimentation, Measurement, and Assessment 

 Mobile and Cloud Computing 
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 Software vulnerabilities 

 Malware analysis 

 SDN and NFV 

 Security and Privacy for AI 

 Hardware security and reliability 

 CAD Algorithms and Tools 

 Electronic Circuits and Systems 

 Fault-Tolerant Architectures and Designs 

 Industrial Design Experiences 

 Noise-Aware Designs 

 Power-Aware Designs 

 Soft-Error Analysis and Models 

 Stochastic Circuits and Systems 

 Temperature-Aware Designs 

 Variable-Latency Designs 

 Security Circuits, Designs, and Detection 

 

Experience and Practice Track 

The DSC conference will also include a submission category for experience and practice 

papers on new findings in the aforementioned topics. The PC will evaluate a submission to 

the experience and practice track with the understanding that it predominantly contributes 

to design knowhow or the extension of the community’s knowledge about how the security 

protection of known techniques fares in real-world operations. Authors have to submit a 

2-page paper along with a supplemental 3-min video to demonstrate the implementation 

and/or the practicability of the work. Topics of interest include, but are not limited to: 

 

 Attacks on Information Systems and/or Digital Information Storage 

 CSIRTs, Incident Analysis, and Response 

 Honeypots/Honeynets 

 Malware Analysis and Reversing 

 Mobile Communications Security and Vulnerabilities 

 Newly discovered vulnerabilities in software and hardware 

 Offensive (and Counter-Offensive) Information Technology 

 Reverse Engineering, Forensics, and Anti-Forensics 

 Spyware, Phishing and Distributed Attacks 

 VLSI/CAD Design Knowhow 

 Data Security and Privacy 
 

Submission Instructions 

Papers should be no more than 8 pages for regular papers and 2 pages for experience and 

practice papers. Papers must be written in English conforming to the IEEE standard 

conference format (US letter, two-column). All submitted papers will be peer-reviewed. 

Accepted papers will appear in the conference proceedings and will be eligible for 



submission to the IEEE Xplore Digital Library. Paper templates can be downloaded from 

IEEE website, i.e. https://www.ieee.org/conferences/publishing/templates.html. 

 

Electronic submission site: https://easychair.org/conferences/?conf=ieeedsc2020   
 
Important Dates 
First Round: 
Paper submission due:  20 July, 2020  10, August 2020 (Extended, firmed deadline) 
Paper acceptance notification: 15 September, 2020 
 
Second Round:  
Paper submission due:  10 October, 2020  20 October, 2020 
Paper acceptance notification: 15 November, 2020 
Camera ready: 30 November, 2020 
 
Journal Special Issues 
 Special Issue on Security and Privacy for Cross-Blockchains, Annals of 

Telecommunications (Impact Factor: 1.552) 
 Special Issue on Blockchain for Edge-enabled Smart Cities Applications, Journal of 

Information Security and Applications (Impact Factor: 2.327) 
 Special Issue on Trusted IoT Ecosystem, Sensors (Impact Factor: 3.275) 
 Special issue on Symmetry and Asymmetry in IoT and CPS Security and Privacy, 

Symmetry (Impact Factor: 2.645) 
 Special issue on Trust, Security and Privacy for FinTech, Computers, Materials & 

Continua (Impact Factor: 4.89) 
 Special issue on Internet-of-Things Attacks and Defenses: Recent Advances and 

Challenges, IEEE Access (Impact Factor: 3.745) 
 Special issue on Security, Trust and Privacy in Computer Networks, Connection 

Science (Impact Factor: 1.042) 
 Special issue on Security, Trust and Privacy in New Computing Environments, Sensors 

(Impact Factor: 3.275) 
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Organization 

 

General Chairs 

Kuo-Hui Yeh, National Dong Hwa University, Taiwan 

Akihito Nakamura, the University of Aizu, Japan 

 

Program Chairs 

(Main Track) 

Robert H. Deng, Singapore Management University, Singapore 

Chunhua Su, the University of Aizu, Japan 

 

(Experience and Practice Track) 

Yang Xiang, Swinburne University of Technology, Australia 

Weizhi Meng, Technical University of Denmark, Denmark 

 

Publicity Chairs 

Javier Parra Arnau, Karlsruhe Institute of Technology, Germany 

Chin-Tser Huang, University of South Carolina, US 

Shouling Ji, Zhejiang University, China 

Hu Xiong, University of Electronic Science and Technology of China, China 

Kauzmasa Omote, University of Tsukuba, Japan 

 

Publication Chair 

Wenjuan Li, The Hong Kong Polytechnic University, China 

 

Poster Chair 

Liming Fang, Nanjing University of Aeronautics and Astronautics, China 

 

Web Chair 

Yu Wang, Guangzhou University, China 

 

Steering Committee 

Chair: Shiuhpyng Winston Shieh, National Chiao Tung University, Taiwan 

Doug Tygar, University of California, Berkeley, USA 

David Basin, ETH Zurich, Switzerland 

Robert Deng, SMU, Singapore 

Jerry Shyh-Jye Jou, National Chiao Tung University, Taiwan 

Chen-Yi Lee, National Chiao Tung University, Taiwan 

 

Program Committee 

Joonsang Baek, University of Wollongong, Australia 

Samiran Bag, The University of Warwick, UK 

Shi-Cho Cha, National Taiwan University of Science and Technology, Taiwan 



Jiageng Chen, Central China Normal University, China 

Xiaofeng Chen, Xidian University, China 

Yen-Hung Chen, National Taipei University of Nursing and Health Sciences, Taiwan 

Chen-Mou Cheng, Osaka University, Japan 

Hung-Yu Chien, National Chi Nan University, Taiwan 

Sherman S. M. Chow, The Chinese University of Hong Kong, HongKong 

Shoichi Hirose, University of Fukui, Japan 

Xinyi Huang, Fujian Normal University, China 

Han Jinguang, Queen's University Belfast, UK 

Hiroaki Kikuchi, Meiji University, Japan 

Miroslaw Kutylowski, Wroclaw University of Science and Technology, Poland 

Albert Levi, Sabanci University, Turkey 

Shujun Li, University of Kent, UK 

Tieyan Li, Huawei Shiled Lab, Singapore 

Wenjuan Li, The Hong Kong Polytechnic University, HongKong 

Joseph Liu, Monash University, Australia 

Javier Lopez, UMA, Spain 

Jia-Ning Luo, Ming Chuan University, Taiwan 

Mark Manulis, University of Surrey, UK 

Sjouke Mauw, University of Luxembourg, Luxembourg 

Martín Ochoa, AppGate Inc., Colombia 

Kazumasa Omote, University of Tsukuba, Japan 

Günther Pernul, Universität Regensburg, Germany 

Ruben Rios, University of Malaga, Spain 

Na Ruan, Shanghai Jiao Tong University, China 

Sushmita Ruj, Indian Statistical Institute, India 

Giovanni Russello, Dept of Computer Science, The University of Auckland, New Zealand 

Alejandro Russo, Chalmers University of Technology, Sweden 

Bagus Santoso, The University of Electro-Communications, Japan 

Hung-Min Sun, National Tsing Hua University, Taiwan 

Cong Wang, City University of Hong Kong, HongKong 

Ding Wang, Peking University, China 

Jian Weng, Jinan University, China 

Hongjun Wu, Nanyang Techlogical University, Singapore 

Qianhong Wu, Beihang University, China 

Shouhuai Xu, University of Texas at San Antonio, USA 

Toshihiro Yamauchi, Okayama University, Japan 

Zheng Yan, Xidian University, China 

Guomin Yang, University of Wollongong, Australia 

Alexander Yohan, National Taiwan University of Science and Technology, Taiwan 

Yong Yu, Shaanxi Normal University, China 

Tsz Hon Yuen, The University of Hong Kong, HongKong 

Jianying Zhou, Singapore University of Technology and Design, Singapore 


